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Introduction

Recently there has been discussion of the treatment of duty cycle (DC) in certain interference simulations and of the interpretation of the results of the simulations.

This document sets out a summary of the main points and the suggested approaches and tries to develop them further.

SEAMCAT is a software tool for performing a Monte Carlo simulation of interference scenarios. It takes a large number of snapshots and from these produces a calculation of the probability of interference occuring. While SEAMCAT takes into account the frequency and spatial domains, it appears to not consider the time domain. 

Its history dates back to a world of analogue radios where this was not necessary.

The current discussion focusses on SEAMCAT but is applicable to any simulation or analysis that works on a similar basis.

Background

In the absence of a time domain in SEAMCAT, a common method for modelling the effect of a non continuous interferer is to use the DC as the probability of transmitting.

I raised questions about this in document M65_22_SE24 and subsequently explored some solutions in document WI-41_078.

Document M66_03R0_SE24 from BNetzA is a useful summary.

The conclusion in these documents is clear. It is not generally valid to use DC as the probability of transmitting. In the general case, this will give an estimate of the interference probability that is too low by a factor of two. In some cases it could be too low by a much larger factor.

This links to a wider question of how a result expressed as a “probability of interference” (PI) should be interpreted. There is a small discussion of this in ECC Report 181. The interpretation of PI is particularly difficult when there is a time domain structure involved.

In a world of analogue radios, such as PMR, the ideas of a snapshot and a PI made sense. A snapshot was a person picking up the microphone to talk and the PI was the chance that he did not get through.

In the modern world, though, much of the traffic is digital and organised into short messages or packets. What happens in the time domain is more complex than before. It needs a better analysis of what happens to a victim signal, and in many cases it will not be sufficient to present the result as a single number.

Candidate Solutions

Two of the documents listed above set out three brief suggestions as possible solutions. These are:

1. Separate time domain study

2. Divide the time domain behaviour into Duty Cycle (DC) and Activity Factor (AF).

3. Apply an adjustment factor.

For the sake of continuity I propose to keep this numbering, but it is then appropriate to discuss them in reverse order.

Option 3: Adjustment Factor: 

The proposal here is to do a quick time domain analysis and use that to generate an adjustment factor. The adjustment factor could then be used in SEAMCAT as the  probability of the interferer transmitting. 

Suppose TINT is the interferer packet length and TVICT is the victim packet length. Then a factor could be applied so that the probability of the interferer transmitting was: 
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This is a good solution when dealing with packet systems, or any case where the interferer and the victim have the essential characteristics of packet systems. The “quick time domain analysis” could be very quick indeed: the formula quoted is for the case of randomly distributed packets of fixed lengths. The factor R is for the “Rush Hour Effect” and can be introduced to allow for certain non random features in the packet distributions. I discuss this in a separate document.

If such an adjustment factor is used, then the output (PI) of the simulation will be the packet loss rate (PLR) experienced by the victim.

The next question is what level of PLR is acceptable. There has been a suggestion that packet systems are designed to tolerate losses and therefore a threshold such as 50% could be used.

The answer is that it all depends on the victim system, in particular the level of traffic it needs to send. If a packet it lost, then it usually means an extra one has to be sent to replace it, and there is a limit to the number that can be sent on a particular channel.

The situation is further complicated if there is more than one victim on the channel. If they each have to send replacement packets, they start to interfere with each other and there can be a cascade effect.

Therefore, we can envisage one case, with a single low traffic victim, where a PLR of 90% could be accepted. In another case, with a high traffic victim or several victims, it might be that a PLR of 10% would be a disaster.

Option 2: DC and AF

If the time domain behaviour of the interferer can be split into activity factor (AF) and duty cycle (DC), then a short procedure may be possible. This would be to use the AF as the probability of transmitting in Seamcat. If that gave sufficient mitigation then a detailed time domain analysis would not be necessary. 

The difficulty here is the distinction between AF and DC is not properly defined or agreed.

This is clearly not a univeral solution. But in some cases it could be a useful short cut, so it should not be dismissed. Because it is a simple process, the suggestion is that it could be tried as a first step. If it works as a short cut to the answer, then stop there, if not, then a more complex process is required.

Option 1: Separate out the Time Domain

The solution proposed here is to remove any consideration of time domain effects from SEAMCAT. Use SEAMCAT to analyse the spatial/frequency situation with the assumption that both interferer and victim both have 100% DC, then use the results as the input to a time domain analysis to see if there is further mitigation.

For instance, SEAMCAT could be used to estimate how many interferers were in range of the victim and that number could be used in a time domain analysis. 

A suitable process would then be:

1. MCL study to find the nature of the problem

2. Seamcat study to see if there is mitigation in the spatial / frequency domains

3. Time domain analysis to see if there is further mitigation.

This appears to be the universal solution – a process that would be valid in all cases. But it needs to be checked how easy it is to get the results out of SEAMCAT that a time domain study would need.

The minimum result needed is the number of interferers, N, in range of the victim, which is not the same as the PI. That would enable a simple level of time domain analysis.

Unfortunately, that may still not give us the complete answer, because a single value for N would just be an average. Ideally, the time domain analysis needs to go further. If we want to be able to set some kind of threshold of acceptability and then find the probability that it is exceeded, we need more data out of SEAMCAT and into the time  domain analysis.


If N is the number of interferers affecting the victim, then what we would need to get is a data set of Prob (N) against N.

I suspect that what SEAMCAT is giving as its output, the PI is in most cases the probability that N>0. So the information that is needed is could already be being generated within the system, just not being presented as an output.

Modified Option 1

There is a variation on Option 1 that would be simpler. This is to run a time domain analysis to determine the maximum N that could be accepted, then use SEAMCAT to find the probability that that is exceeded.

The first step would be to choose the appropriate criterion by which quality of service should be measured, for instance the PLR for a packet system as the victim, number of clicks per hour for an audio system, missed alarm rate or false alarm rate for alarms, blocked command or latency limit exceeded for a control system.

Then a time domain analysis would be done to determine the maximum number of interferers M that could be tolerated before the QoS criterion was failed. Then SEAMCAT can be used to find the probability that N>M. 

In some cases, M will be zero, a single interferer will cause harmful interference. Then this modified Option 1 becomes very simple and just collapses to the normal way of doing things.

Special Cases
The discussions above apply to cases where the interference mechanism is rate driven or event driven, such as packet loss rates. There are other cases where there is a time domain aspect but the mechanism is different.

One example of this is radio astronomy where the important factor is the accumulated energy within an observation window. The observation window can be quite long, such as 2000 seconds. This is a case where, if it is possible to separate the interferer behaviour into DC and AF, then the DC can be used as the probability of transmitting in a sort of Reverse Option 2
.



This work is licensed under a Creative Commons Attribution-NonCommercial-NoDerivs 3.0 Unported License.

� Option 2 works by separating the interferer behaviour into things happening on the same timescale as the victim and classing these as DC and things happening much slower and calling these AF. AF is used as an input to SEAMCAT because it is the probability of being operational and DC is used in any subsequent analysis.


In Reverse Option 2, DC is the behaviour on a timescale short compared to the observation window. This is used as an input to SEAMCAT as it directly affects the accumulated energy. AF is then used in any subsequent analysis to determine the final probability.
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